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Ghid privind utilizarea responsabila a inteligentei artificiale,elaborat de specialisti
in securitate cibernetica, educatie digitala si prevenirea criminalitatii informatice

Specialisti in securitate cibernetica, educatie digitala si prevenirea criminalitatii informatice au elaborat
un ghid privind utilizarea responsabila a inteligentei artificiale, care explica pe intelesul tuturor cum pot fi
identificate continuturi false generate cu ajutorul Al (deepfake), mesaje automate sau tentative de
manipulare care folosesc emotiile.

"Inteligenta artificiala face deja parte din viata noastra de zi cu zi. O folosim pentru a ne informa mai rapid, pentru
a comunica mai usor si pentru a ne organiza activitatile. Totusi, aceste tehnologii pot influenta modul 1n care
gandim, simtim si luam decizii, uneori intr-o maniera dificil de observat. Directoratul National de Securitate
Cibernetica (DNSC), alaturi de Politia Romana, Centrul National Cyberint din cadrul Serviciului Roman de
Informatii si Asociatia de Securitate Cibernetica pentru Cloud - Cloud Security Alliance Romanian Chapter
(CSA_RO), atrag atentia asupra importantei colaborarii pentru prevenirea riscurilor din mediul digital. Intr-un
spatiu online dominat de continut personalizat si algoritmi care ne influenteaza ce vedem si ce citim, protectia
reala presupune implicarea tuturor: institutii, unitati de invatamant, familie si comunitate", se mentioneaza intr-un
comunicat al DNSC.

In acest context, in saptamana marcata de activitatile de constientizare "Safer Internet Day", care in acest an se
concentreaza pe tema "Tehnologie inteligenta, alegeri sigure - Explorarea utilizarii responsabile a inteligentei
artificiale”, DNSC recomanda accesarea, descarcarea si distribuirea ghidului "Inteligenta artificiala &
manipularea perceptiei umane", elaborat ca parte a programului educational "Analizeaza - Decide - Actioneaza".

"Materialul a fost conceput de catre specialisti in securitate cibernetica, educatie digitala si prevenirea
criminalitatii informatice din cadrul institutiilor partenere si este disponibil pe site-ul DNSC in limbile roméana,
respectiv engleza", se subliniaza in comunicat.

Ghidul explica pe intelesul tuturor cum pot fi identificate continuturi false generate cu ajutorul Al (deepfake),
mesaje automate sau tentative de manipulare care folosesc emotiile.

Totodata, documentul ofera recomandari practice si reguli simple de igiena digitala, menite sa ajute utilizatorii sa
recunoasca riscurile, sa verifice informatiile si sa 1si dezvolte gindirea critica.

"Manipularea poate fi prevenita, iar rezilienta digitala consolidata doar prin eforturi comune. Siguranta online
incepe cu informare, verificare si responsabilitate”, subliniaza reprezentantii DNSC.
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