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Peste jumatate dintre fraudele financiare implica utilizarea Al (experti)

Mai mult de jumatate din totalul fraudele financiare implica Inteligenta Artificiala (AI), iar furtul de

ee A

identitate este tot mai greu de detectat, sustin expertii in securitate cibernetica.

"Fraudele financiare sunt tot mai frecvente in Europa, implicit in Romania. Peste jumatate dintre acestea implica
deja utilizarea Inteligentei Artificiale. Furtul de identitate a devenit una dintre cele mai sofisticate si greu de
detectat forme de atac digital, iar Tn ultimii doi ani pierderile au crescut alarmant, potrivit unei analize Money
Motion, una dintre cele mai importante conferinte din regiune dedicate tehnologiei, fintech-ului si industriei
bancare. Expertii avertizeaza ca frauda online functioneaza astazi ca o adevarata industrie, in continua adaptare,
iar romanii trebuie sa nteleaga mai bine cum 1si pot proteja banii si identitatea digitala", se arata intr-o analiza ce
va fi prezentata la conferinta Money Motion, din Croatia, organizata Tn luna martie.

Potrivit sursei citate, cele peste jumatate dintre fraude implica Al, fie sub forma de continut generat, conceperea
scenariilor de inselaciune, fie in a analiza punctelor slabe.

"Furtul de identitate, desi ca tip de frauda era in scadere de ani de zile, a devenit mult mai sofisticat si mai greu de
detectat odata cu aparitia inteligentei artificiale generative. Expertii vad ca masura de urgenta ca securitatea sa fie
plasata in epicentrul fiecarui serviciu digital, in special al celor financiare", noteaza specialistii.

In acest context, expertii din Intreaga lume avertizeaza ca fraudele au devenit atit de numeroase si de bine
organizate Tncit se poate vorbi despre un nivel complet nou al pietei. Astfel, se folosesc tot mai des termeni
precum "scam as a service" sau "fraud as a service".

"Indiferent de situatia actuala si de reglementarile precum DORA, NIS2 si CRA, un numar mare de companii din
afara mediului IT si financiar continua sa ignore si sa nu investeasca in securitatea cibernetica. Pe langa
tehnologia in sine si "cursa Tnarmarii cu Al", esential in lupta Tmpotriva amenintarilor cibernetice este
networking-ul intre profesionisti, schimbul de informatii si colaborarea tuturor institutiilor implicate in proces, a
adaugat specialistul. Investitia institutiilor financiare in aparare si detectarea fraudelor este un aspect esential al
reglementarii PSD3 a Uniunii Europene. Bancile au acum o responsabilitate mai mare 1n protejarea cetatenilor si,
daca nu aplica masuri de protectie suficient de ridicate, vor trebui sa preia costurile atacurilor", sunt de parere
analistii din domeniu.

Money Motion este cel mai mare eveniment FinTech din Europa Centrala si de Est, ce reuneste anual peste 700 de
companii si aproximativ 3.500 de profesionisti din sectorul financiar si tehnologic.

Evenimentul va avea loc in perioada 11-12 martie 2026, la Zagreb Fair, 1n Croatia, si reprezinta principalul punct
de intalnire pentru ecosistemul financiar si tech din regiunea Europei Centrale si de Est, incluzind specialisti,
investitori si companii din Romania si din alte piete europene.
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